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DIRBTINIO INTELEKTO TAIKYMO TAISYKLES

I SKYRIUS
BENDROSIOS NUOSTATOS

1. Dirbtinio intelekto taikymo taisykliy (toliau — Taisyklés) nustato salygas ir reikalavimus
dirbtinio intelekto (toliau — DI) naudojimui Kauno technologijy mokymo centro (toliau — Kautech)
veikloje, vadovaujantis pagrindiniais DI taikymo principais, nustatytais Kautech vadovo tvirtinamoje
Dirbtinio intelekto taikymo politikoje, ir siekiant uztikrinti patikima, saugia, etiska, skaidrig, atsekamg ir
teisétg Kautech veikla.

2. Taisyklés taikomos Kautech darbuotojams, dirbantiems pagal darbo sutartis (toliau kartu -
darbuotojai), naudojant DI masina grindziama sistemg (toliau — DI sistema), suprojektuota veikti jvairiais
autonomijos lygiais, kuri po diegimo gali veikti prisitaikydama ir kuri, siekiant aiSkiy ar numanomy
tiksly, i§ gautos jvesties duomeny daro iSvada, kaip generuoti iSvedinius, pavyzdziui, predikcijas, turinj,
rekomendacijas ar sprendimus, kurie gali turéti jtakos fizinei ar virtualiai aplinkai.

3. Taisyklés taikomos Kautech veiklos srityse, kuriose numatyta taikyti DI sistemas.

4. Taisyklése vartojamos sgvokos suprantamos taip, kaip jos yra apibréztos Lietuvos
Respublikos valstybés informaciniy iStekliy valdymo jstatyme ir 2024 m. birzelio 13 d. Europos
Parlamento ir Tarybos reglamente (ES) Nr. 2024/1689, kuriuo nustatomos suderintos dirbtinio intelekto
taisyklés ir i§ dalies keic¢iami reglamentai (EB) Nr. 300/2008, (ES) Nr. 167/2013, (ES) Nr. 168/2013,
(ES) 2018/858, (ES) 2018/1139 ir (ES) 2019/2144 ir direktyvos 2014/90/ES, (ES) 2016/797 ir (ES)
2020/1828 (Dirbtinio intelekto aktas).

II SKYRIUS
DIRBTINIO INTELEKTO TAIKYMO PRINCIPAI

5. Kautech naudojamos tik patvirtintos vidinés, misrios ir (ar) iSorinés DI sistemos (Taisykliy
priedas).

6. Prie§ pradedant taikyti DI sistema Kautech veikloje, privaloma atlikti DI poveikio ir
poveikio asmens duomeny apsaugai vertinimus (toliau — PADV). Nustatytam riziky lygiui privaloma
taikyti technines ir organizacines priemones. Didelés rizikos DI sistemas diegti ir (ar) taikyti leidZziama
sumazinus rizikas iki leistino lygio. Riziky valdymas — tai nuolatinis procesas per visg DI sistemos
gyvavimo ciklg, kai identifikuojamos ir vertinamos galimos neigiamos pasekmés (pvz.: SaliSkumas,
saugumo spragos, privatumo pazeidimai) ir imamasi priemoniy joms sumazinti. Galutiné atsakomyb¢ uz
DI sistemas atitenka DI sistemy savininkams ir administratoriams, todél néra leidziama tokia DI
autonomija, kad nebity aisku, kas priemé galutinj sprendimg ar kas gali jj perziuréti. Atsakingi uz DI
kiirima ir (ar) diegimg bei taikymg Kautech veikloje darbuotojai privalo suprasti DI sistemos veikima,
sekti jos rezultatus ir prireikus imtis veiksmy, taisant klaidas ar nutraukiant DI sistemos naudojima, jei
kyla grésme saugumui ir (ar) teisétumui.

7. Taikant DI, butina uztikrinti informacijos saugumg. DraudZiama naudoti asmenines, vieSas
ar nepatvirtintas DI paskyras, platformas ir jrankius (tokiy kaip asmeniné¢ ChatGPT, Google Gemini
paskyra, MS Copilot ar vieSos generatyvinio DI sistemos) Kautech veikloje, kai tvarkomi Kautech
duomenys, vykdomi darbo procesai ar teikiamos paslaugos.
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8. DI taikymas neturi pazeisti zmoniy privatumo. Informaciniy technologijy (toliau — IT),
informaciniy sistemy (toliau — IS), aplikacijy (programinés jrangos) techninéje specifikacijoje ir
privatumo politikoje privalo biiti nurodyta informacija apie DI taikyma.

9. Uztikrinant skaidry DI taikyma, naudotojai turi buti informuoti, kai sgveikauja su DI
sistema (pvz., virtualiu asistentu ar pokalbiy robotu), o DI generuotas turinys privalo buti aiSkiai
pazymétas, kad biity iSvengta naudotojy klaidinimo. DI sugeneruotas turinys (dokumentas, prezentacija,
piesiniai, vaizdai, vaizdo ir garso medziaga ir pan.) turi biiti aiskiai pazenklinti zyme ,,DI* ir skai¢iumi
nuo 1 (zemas taikymo lygis) iki 3 (aukstas taikymo lygis), pvz. ,,DI-3* arba, kai medziaga parengta angly
kalba — ,,AI-3°:

9.1. zemas — 1 (DI ir (ar) sugeneruotas turinys sudaro < 10%);

9.3. vidutinis — 2 (DI ir (ar) sugeneruotas turinys sudaro 20 < 30%);

9.5. aukstas — 3 (DI ir (ar) sugeneruotas turinys sudaro > 50%).

10. Turi buti suteikta aiSki ir paprasta informacija apie DI sistemos veikima, duomeny
Saltinius, pagrindinius sprendimy kriterijus ar logika. Tai leidZia suinteresuotiems asmenims suprasti,
kaip buvo gautas konkrecios DI sistemos rezultatas, ir suteikia galimybe¢ ji uzgincyti ar perzitréti.

10.1. IT, IS, aplikacijy (programinés jrangos) dokumentacijoje turi biiti visa informacija apie
kiekvieng DI sistema: jos paskirtis, naudoti mokymo duomenys, naudojami duomenys, taikomi modeliai,
versijy istorija, atlikti testavimai ir poveikio vertinimai.

10.2. Asmens duomeny tvarkymo jraSuose — duomeny zemélapyje (toliau Duomeny
zemélapis) turi biiti zymima informacija apie DI taikyma, kuri prieinama atsakingiems asmenims,
auditoriui ir prireikus — prieziiiros institucijoms.

10.3. DI sistemy bei IT, IS, aplikacijy (programinés jrangos) kur yra taikomas DI, privatumo
politikose tiiri biiti vieSai skelbiama bendro pobtidzio informacija apie institucijos naudojamus DI
(neatskleidziant saugomy ar konfidencialiy detaliy).

11. DI taikymas turi biti etiSkas kity asmeny atzvilgiu ir nepazeisti jy teisiy bei teiséty
interesy. DI taikymas negali diskriminuoti zZmoniy, turi islikti kontroliuojamas bei suprantamas,
vadovaujantis etiSkumo principais:

11.1. nediskriminavimas ir sgZiningumas: DI sistemos neturi SaliSkai diskriminuoti asmeny ar
grupiy pagal rase, lyt], amziy, negalia, etning¢ kilme, religija ar kitus pozymius, saugomus jstatymuy.
Kuriant ir diegiant DI sistemas, biitina atsizvelgti, ar mokymo duomeny rinkiniai néra Saliski ir ar juose
neatsispindi istorin¢ diskriminacija. Ankstyvoje DI kiirimo faz¢je jvertinamos galimos SaliSkumo
apraiSkos — tai gali labai prisidéti prie teiséto ir sgziningo DI naudojimo. Rekomenduojama atlikti
diskriminacijos rizikos vertinima: turi biiti patikrinta, ar renkami ir naudojami duomenys yra tikslis,
reprezentatyviis, patikimi ir aktualiis visoms tikslinéms grupéms, kurioms bus taikoma DI sistema. Taip
pat gali buti modeliuojamos DI sistemy pasekmés skirtingoms visuomenés grupéms — sudaromas
»zemelapis®, kaip kiekvienas DI priitmamas sprendimas gali paveikti atskiras grupes, ir nustatoma, ar
tokie padariniai yra priimtini ir teisingi. Jei nustatoma, kad DI sistema sistemingai blogiau vertina ar
traktuoja tam tikra grup¢ (pvz.: moteris, vyresnio amziaus asmenis, mazumy atstovus) lyginant su kitais,
toks DI turi biiti tobulinamas arba atsisakoma jo naudojimo, nebent yra objektyviai pateisinamos
prieZastys ir pritaikytos SaliSkuma maZinancios priemonés. Kautech turi atlikti reguliarias patikras dél
SaliSkumo: periodiskai tikrinti naudojamy DI sistemy duomenis ir iSvestis, ieSkant galimy
diskriminacijos poZymiy. Rezultatai turi biiti dokumentuojami ir vieSinami, taip didinant pasitikéjima.
Sie veiksmai turi uztikrinti, kad DI gerbty asmeny lygybe ir jvairove.

11.2. Zmogaus kontrol¢ ir sprendimy priezitira: nepaisant DI automatizavimo, galutinis
sprendimy valdymas turi likti Zmogaus rankose. DI technologijos Kautech diegiamos tam, kad padéty
zmogui priimti sprendimus, o ne visiskai jj pakeisty (ypac kritinése srityse). Jokie sprendimai, turintys
teisinj ar reikSmingg poveikj asmeniui, néra paliekami vien tik DI valiai be galimybés Zmogui perzitiréti
ar pakeisti ta sprendimg. Prie§ pradedant naudoti DI konkre€iam sprendimy priémimui, Kautech nustato,



ar DI veikia tik kaip pagalbinis jrankis, ar priims sprendimus savarankiskai — atitinkamai parenkamas
kontrolés mechanizmas. Kiekvienu atveju, kai DI sistema priima sprendimg automatiskai, duomeny
subjektas (pilietis ar darbuotojas, kuriam taikomas sprendimas) turi teis¢ reikalauti, kad sprendimg
perziiiréty zmogus. Gavus duomeny subjekto praSyma dél sprendimo perzitréjimo Kautech turi buti
paskirtas atsakingas darbuotojas (darbuotojai) arba sudaryta komisija, kuri iSnagrinéty tokj praSyma ir
perziuréty DI priimtg sprendimg. ISnagrinéjus praSyma duomeny subjektas informuojamas apie Kautech
sprendima dél perzitiréto DI sistemos sprendimo (palikti galioti DI sistemos sprendima, jj pakeisti ar
panaikinti). Kautech atsakingy darbuotojy ar komisijos atlickama perzilira turi buti tikslinga ir
prasminga, t. y. perziiira turi buti ne formali — perzitrai atlikti turi buti skiriami kvalifikuoti specialistai,
kurie geba suprasti DI sistemos veikimg ir kritiSkai vertinti jos pateiktus rezultatus bei turi turéti
pakankamus jgaliojimus (pvz., gali sustabdyti ar pakoreguoti DI sistemos sprendimg, jei nustato
klaidingg jo veikimg ar nesgziningumg). Kautech privalo uztikrinti, kad darbuotojams, prizitirintiems DI,
bty sudaryta galimybé mokytis, tobulinti ir kelti savo kompetencija bei kvalifikacija. Sis zmogaus
isikiSimo principas atitinka ir Reglamento (ES) Nr. 2024/1689 reikalavimus dél zmogaus priezitiros
didelés rizikos DI sistemose, taip pat Ekonominio bendradarbiavimo ir plétros organizacijos (toliau -
EBPO) rekomendacijas, kad biity uztikrinta galimybé zmogui atlikti DI stebéseng ir kontrolg.

11.3. paaiskinamumas ir teis¢ paaiskinimui: kiekvienas DI sistemos sprendimas, darantis jtaka
asmeniui (pvz., pilie¢iui atsisakoma suteikti tam tikra paslauga remiantis DI jvertinimu), turi biiti
paaiSkinamas suprantama forma to pageidaujanciam asmeniui. Kautech turi teikti paaiSkinimus, kaip DI
sistema suformavo konkrety rezultatg: nurodyti, kokie duomenys buvo naudojami, pagal kokius kriterijus
ar taisykles modelis vertino situacijg, kokie veiksniai labiausiai nulémé sprendimg. Bitina vengti
,juodosios dézés* efekto — DI taikymas turi biiti visiSkai suprantamas. Jei naudojami sudétingi masininio
mokymosi modeliai (pvz. gilieji neuroniniai tinklai), Kautech taiko papildomas priemones
paaiskinamumui didinti: naudoja interpretuojamus modelius arba specialius DI paaiSkinimo jrankius
(angl. Explainable Al), kurie gali atskleisti, kodel modelis priémé tam tikra sprendimg. PaaiSkinamumas
svarbus uztikrinant zmoniy pasitikéjima DI bei galimybe jiems apginti savo teises. EBPO principai
akcentuoja, kad DI vykdytojai turi teikti prasmingg informacija apie DI sistemy sprendimus, jskaitant
duomeny Saltinius, veiksnius ir logika, lémusig rezultata, kad paveikti asmenys galéty suprasti ir prireikus
apskysti sprendimg. Kautech Siuo tikslu turi parengti ir vieSai paskelbti DI etikos kodeksa arba gaires
arba apibréZia tai privatumo politikoje, kurioje, greta kity dalyky, nurodomi jsipareigojimai paaiskinti
DI sistemos sprendimus naudotojams ir suinteresuotoms Salims.

11.4. socialiné nauda ir zalos nedarymas: DI diegiamas tik ten, kur jis atneSa didesn¢ nauda
nei galimg zalg. Kautech vykdo DI riziky vertinimg siekiama, kad DI sistemos prisidéty prie vieSyjy
paslaugy ger¢jimo, didesnio darbo efektyvumo, personalizuoty paslaugy, tuo paciu nekenkdami
visuomenei ar atskiroms grupéms. PavyzdZziui, diegiant DI, kuris optimizuos procesus, vertinama, ar tai
nediskriminuos skaitmeninés atskirties pozitriu (nepaliks nuoSalyje technologijomis nesinaudojanciy
asmeny), ar neigiamai nepaveiks darbuotojy — Kautech laikosi Zalos nedarymo principo ir naudos
visuomenei prioriteto — DI turi tarnauti visuomenés gerovei, tvariai aplinkai ir taikai. Jei nustatoma
neigiama DI poveikio rizika (pvz., kai automatizavus tam tikra sprendima, tam tikra socialiné grupe
nebegalés veiksmingai pasinaudoti paslauga), imamasi priemoniy tai rizikai mazinti (pvz., iSlaikoma
alternatyvi neautomatiné paslaugos teikimo galimybe).

11.5. atitiktis etikos standartams ir teisés virSenybei: DI sistemos privalo gerbti teisés
virSenybe ir demokratines vertybes. Tai reiskia, kad ne tik laikomasi visy privalomy teisés akty, bet ir
vadovaujamasi bendrosiomis etikos normomis — sgziningumu, skaidrumu, pagarba asmens orumui. DI
neturi pazeisti Konstitucijos ir tarptautiniy Zzmogaus teisiy (pvz., nekuriamos DI priemonés, galin¢ios
riboti saviraiSkos laisve ar atlikti masing neteiséta stebéseng). Kautech vengia DI naudojimo srityse,
kuriose néra aiSkaus teisinio reglamentavimo arba kyla svarts etikos klausimai, iki kol nebus gauti aiskiis
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teisiniai ir etikos iSaiSkinimai. Dalyvaudama pilotiniuose DI projektuose, Kautech konsultuojasi su etikos
ekspertais, visuomene bei atsizvelgia j Europos ir tarptautiniy organizacijy rekomendacijas.

12. Taikant DI, atskaitomybé (atsekamumas) uztikrinama kaupiant jrasus DI sistemy veiklos
zurnaluose (angl. Log Files), kad buty galima atsekti, kokie duomenys ir kokiais veiksmais 1émé tam
tikrg rezultatg. Visi reikSmingi DI veiksmai turi buti uzregistruojami, kad véliau iskilus klausimams ar
tyrimams biity galima perziiiréti sprendimo kelig ir duomenis.

13. DI sistemy taikymas galimas tik esant teisiniam pagrindui ir nepazeidziant DI
reglamentuojanciy teisés akty.
sprendimus, privalo:

14.1. DI naudoti kaip jrankj, kuris padeda vykdyti veiklas, atlikti uzduotis, siiilo alternatyvas
ar didina darbo efektyvuma, taciau DI turi biiti naudojamas tik kaip pagalbinis jrankis darbuotojui,
nepakeiciant atsakomybés, kompetencijos ar geb¢jimo priimti sprendimus. DI turi papildyti veikla, o ne
ja perimti, ypac srityse, kur buitinas zmogiskasis, etinis vertinimas ar sprendimas.

14.2. darbuotojai privalo atlikti perzitrg prie§ priimdami galutinius sprendimus, ypac jei
sprendimai gali turéti reikSmingos jtakos fiziniy ar juridiniy asmeny teiséms, teisétiems interesams ar
reputacijai. ReikSmingy sprendimy priémimas negali biiti visiSkai perduotas algoritmams. Naudodamiesi
DI sistemomis, darbuotojai turi suprasti jy veikimo principus, vertinti funkcionaluma, zinoti jy
privalumus ir trikumus.

14.3. draudziama naudoti ar skleisti DI sugeneruotg turinj, kuris gali buti diskriminuojantis,
zeidziantis, stereotipinis ar kitaip neatitinkantis Zmogaus teisiy ir (ar) gali pazeisti lygiy galimybiy
principus.

14.4. draudziama skleisti DI sistemy sugeneruota slapta, konfidencialia (neskelbting),
asmening informacijg arba specialiy kategorijy asmens duomenis (informacija apie sveikata, biometriniai
duomenys, prisijungimo slaptazodziai, religiniai ir politiniai jsitikinimai, lytiné orientacija ir pan.).

14.5. naudodami DI sugeneruota informacijg ar sprendimus, darbuotojai privalo jsitikinti jy
tikslumu ir tinkamumu naudoti konkrec¢iu atveju. Uz pateikta turinj atsakingas darbuotojas, o ne DI
sistema.

14.6. esant poreikiui, pasikonsultuoti dél DI taikymo (diegimo, naudojimo ir pan.) arba i8kilus
klausimams del DI sistemy, butina kreiptis j Dirbtinio intelekto pareigiing (toliau — DIP).

III SKYRIUS
REIKALAVIMAI DI SISTEMU ISIGIJIMUI

15. Perkant ir taikant DI sistemas (produktai: programiné jranga ir debesijos paslaugos su DI
funkcijomis, kiti produktai), biitina uZtikrinti, kad tiekéjy sitilomos DI sistemos atitikty Kautech keliamus
reikalavimus. DI sprendimy vieSyjy pirkimy vykdymo ir tiekéjy valdymo taisyklés apima:

15.1. reikalavimai vieSyjy pirkimy dokumentacijai: rengiant vieSyjy pirkimy dokumentus DI
sistemy pirkimui, turi biti jtraukiami aiSkiis reikalavimai dél atskaitomybés, skaidrumo,
nediskriminavimo, saugumo ir 2016 m. balandzio 27 d. Europos Parlamento ir Tarybos reglamento (ES)
2016/679 dél fiziniy asmeny apsaugos tvarkant asmens duomenis ir dél laisvo tokiy duomeny judéjimo
ir kuriuo panaikinama Direktyva 95/46/EB (Bendrasis duomeny apsaugos reglamentas) laikymosi.
Pavyzdziui, tiek¢jas turi jrodyti, kad jo sitloma DI sistema buvo testuota dél SaliSkumo ir
nediskriminuoja (pateikti bandymy ataskaitas), kad uztikrina Zmogaus jsikiSimo galimybe (pvz.,
produkto funkcinés galimybés leidZia naudotojui apskysti ar koreguoti DI sistemos sprendimg), kad yra
paaiskinamas naudotojui (pvz., generuoja paaisSkinimus ar turi dokumentuotg algoritmy logikg). Taip pat
reikalaujama, jog tiekéjas atskleisty DI modelio kilmeg: ar modelis kurtas savarankiskai, ar pasitelkta
treciyjy Saliy komponenty ir kokiy (pvz.: atvirojo kodo bibliotekos, 1§ anksto apmokyti modeliai), ar tie



5

komponentai neturi licenciniy ar etiniy apribojimy. Tiekéjy pasitilymy vertinimo kriterijai taip pat apima
etikos aspektus — pvz., papildomi balai gali buti skiriami uz geresnius skaidrumo sprendimus, uz
nepriklausomo audito patvirtinimus, kad produktas atitinka tam tikrus DI etikos standartus.

15.2. sutartiniai jsipareigojimai: sutartyse su DI sistemy tieké&jais, turi biiti numatytos
sutartinés salygos, uztikrinan¢ios Kautech DI taikymo politikos reikalavimy laikymasi. Asmens
duomeny apsauga: sutartyse aiskiai apibréziama, kokius duomenis tiekéjas gali gauti tvarkymui, ir
nurodoma, kad tiekéjas neturi teisés naudoti jstaigos duomeny jokiems kitiems tikslams, iSskyrus
sutartyje numatytus (pvz., draudziama naudoti surinktus duomenis savo DI modeliy tobulinimui, nebent
gautas atskiras raSytinis leidimas). Taip pat sutartyse nustatoma, kad tiekéjas privalo imtis visy
Reglamento (ES) 2016/679 reikalaujamy priemoniy. Atsakomybé ir garantijos: tiekéjas sutartimi
patvirtina, kad jo DI sistema atitinka taikomus jstatymus (pvz., jei sprendimas priskiriamas didelés
rizikos kategorijai pagal EK DI akta, tiekéjas turi uztikrinti, kad iki produkto pateikimo rinkai atliktos
visos privalomos atitikties jvertinimo procediiros, gautas CE atitikties Zenklinimas ir pan.). Tiekéjas taip
pat garantuoja, kad produkto veikimas yra dokumentuotas ir leidzia jstaigai vykdyti auditus bei
patikrinimus. [traukiama salyga, leidzianti jstaigai arba jos paskirtiems ekspertams atlikti DI sistemos
patikrg (perzitiréti algoritmo S$altinj ir (ar) testuoti jj naudojant demonstracinius duomenis) tiek pirkimo
metu, tiek nustatytais intervalais vykdant priezilirg. Incidenty atveju tiekéjas isipareigoja
bendradarbiauti: pvz., jei dél DI sistemos veikimo kilty incidentas (duomeny saugumo ar klaidingy
sprendimy), tieke¢jas turi padéti iSspresti problema, pateikti reikiamag informacija tyrimui. Sutartys
apibrézia ir atsakomybe uz zalg — atsizvelgiant | Reglamento (ES) Nr. 2024/1689 nuostatas, tickéjas gali
prisiimti daling ar visg atsakomybe dé¢l DI klaidy padaryty Zalos.

15.3. Tiekéjy patikrinimas: Prie§ jsigyjant ar integruojant DI sistemg i$ iSorés tiek¢jo,
atlickamas detalus tiekéjo patikimumo ir kompetencijos vertinimas. [vertinama tiekéjo reputacija,
ankstesné patirtis vieSajame sektoriuje, saugumo ir privatumo standarty laikymasis, sertifikatai. Tiekéjy
prasoma pateikti informacijos apie jy naudojamus DI modelius, duomeny valdymo praktika, ar jie taiko
projektuojant DI privatumo (angl. Privacy by Design) ir etikos (angl. Ethics by Design) principus savo
produktuose. PraSoma, kad tiekéjai laikytysi gergja praktika pagristy standarty (pvz., turéty savo
dirbtinio intelekto etikos politikg arba biity pasitvirting duomeny etikos kodeksg). Perkant DI sistemas,
turi buti reikalaujama atskaitomybés — tiekéjai turi demonstruoti etiSka pozitri 1 duomeny naudojima.

15.4. Tiekejy vertinimas ir (ar) auditavimas: Kautech periodiSkai perzitri esamy DI sistemy
tiekéjy darba: ar jie vykdo sutartinius jsipareigojimus, ar teikia naujinimus, ar reagavo ] nustatytas
problemas. Nesilaikant etikos ar saugumo reikalavimy, numatomos sankcijos (sutartyse — nuo
reikalavimo iStaisyti trukumus iki sutarties nutraukimo uZ esminius paZeidimus). Ateityje, atsiZvelgiant
1 reguliacinius pokycius, Kautech pirmenybe teiks tiekéjams, kurie bus oficialiai sertifikuoti pagal
patikimo DI valdymo reguliavimo standartus.

15.5. Tiek¢jy bendradarbiavimas ir rizikos valdymas: Kautech laiko tiekéjus partneriais,
atsakingais uz saugy DI integravima, todél su pasirinktu tiekéju dar prie§ diegiant sistemg aptariami ir
suderinami riziky valdymo planai: kartu atliekamas arba perzitirimas PADV, aptariamos naudojimo ribos
(kuriais atvejais sistema tinkama, o kuriais ne), susitariama dél stebésenos rodikliy (pvz., sutarta, koki
tikslumo lygj palaikys modelis, kaip greitai tiekéjas reaguos, jei naSumas kristy). Numatomos ir
atsarginés priemonés: pvz., jeigu DI paslauga sutrikty, kokia bus atsarginé (angl. fallback) procedura, ar
tiekéjas suteiks galimybe laikinai naudoti ankstesng¢ versijg. DI riziky valdyme dalyvauja visi
suinteresuoti subjektai, jskaitant tiekéjus.
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IV SKYRIUS
STEBESENA IR AUDITAVIMAS

16. Siekiant uztikrinti DI sistemy atsekamumag, skaidruma, informacijos saugumga ir nuolatinj
tobulinimg bei vykdant Kautech DI sistemy diegimg, tobulinimg, stebéseng bei patikrinimus ir (ar)
auditavima, atliekami:

16.1. DI sistemy inventorizacija:

16.1.1. Kautech naudoja tik patvirtintas DI sistemas (Taisykliy priedas). Duomeny zemélapyje
pateikiama informacija apie kiekvieng IS, kurioje naudojamos DI sistemos: pavadinimas, paskirtis,
atsakingas padalinys, savininkas, administratoriai, jdiegimo data, s3sajos su kitomis informacinémis
sistemomis, nuorodos ] susijusig dokumentacijg (pvz., PDAV , techninés specifikacijos ir pan.).

16.1.2. Duomeny Zemé¢lapis nuolat atnaujinamas. Atsakingi asmenys (pvz., struktiiriniy
padaliniy vadovai, projekty vadovai, IS savininkai ir (ar) administratoriai) privalo informuoti DIP ir
registruoti naujas DI sistemas iki jy jdiegimo (planavimo stadijoje), taip pat pagal poreikj atnaujinti
duomenis apie esamas sistemas. Duomeny zemélapyje registruojamos vidinés, misrios ir iSorinés DI
sistemos jei jos yra patvirtintos ir naudojamos Kautech veikloje. Duomeny zemélapis uztikrina
atskaitomybe prieziliros institucijoms ir visuomenei.

16.1.3. inventorizacija vykdoma reguliariai ir yra svarbi ne tik DI sistemy valdymui, bet ir
informacijos saugumo uZztikrinimui — Zinant visas veikiancias DI sistemas, galima reguliariai vykdyti
riziky vertinimus, uztikrinti ir kontroliuoti informacijos sauguma, atsizvelgiant j Reglamento (ES) Nr.
2024/1689 reikalavimus.

16.2. Perziuros ir (ar) auditai:

16.2.1. kiekvienai DI sistemai nustatomas perziiiros ir (ar) audito periodiSkumas, priklausomai
nuo rizikos lygio ir svarbos:

16.2.1.1. didelés rizikos DI sistemy perziiira ir (ar) auditavimas vykdomas ne reciau kaip
vieng kartg per metus ir prie$ pradedant taikyti;

16.2.1.2. ribotos ir mazos rizikos DI sistemoms taikomos supaprastintos perziiiros ir ne reciau
kaip vieng karta per metus savianalizés budu patikrinama, ar DI sistemos dirba numatytu rezimu ir
neatsirado naujy riziky.

16.2.2. perziiros gali biiti atlieckamos tiek Kautech specialisty, tiek pasitelkty iSoriniy
eksperty, o auditai atliekami iSoriniy nepriklausomy auditoriy, turinciy kompetencijg vertinti DI
sistemas. PerZitiros ir (ar) audito metu tikrinama ir perZitirima:

16.2.2.1. ar DI sistema nepazeidzia nustatyty reikalavimy ($iy Taisykliy, Kautech direktoriaus
tvirtinamos Dirbtinio intelekto taikymo politikos ir kity DI reglamentuojanciy teisés akty);

16.2.2.2. ar rezultatai atitinka lukescius (tikslumas, efektyvumas);

16.2.2.3. ar neatsirado SaliSkumo arba poslinkio (angl. model drift);

16.2.2.4. ar veikia jdiegtos kontrolés mechanizmai (pvz.: ar kaupiami Zurnaliniai jraSai, ar
veikia Zmogaus prieZiliros mechanizmai);

16.2.2.5. ar nepasikeite DI sistemos rizikos lygis (pvz., iSplitus naujam naudojimo biidui ar del
sistemos sujungimo su naujais duomeny Saltiniais).

16.2.3. perzitros ir (ar) audito rezultatai dokumentuojami ir pateikiami Kautech vadovui. Jei
aptinkama neatitikéiy, problemy arba riziky, inicijuojamos techninés ir (ar) organizacinés priemones,
kurios jtraukiamos j Kautech riziky valdymo priemoniy plang. Esant butinumui, gali biiti inicijuoti ir
atlikti neeiliniai perZziiira ir (ar) auditas.

16.3. Zurnaliniai jraai ir atsekamumas:

16.3.1. visos DI sistemos privalo generuoti ir saugoti veiklos Zurnalinius jrasus (angl. Log
Files), kurie fiksuoja pagrindinius DI sistemos veiksmus ir rezultatus;
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16.3.2. didelés rizikos DI sistemy Zurnaliniuose jraSuose turi atsispindéti: kokie duomenys ar
uzklausos gautos, koks modelio sprendimas priimtas, kokia tikimybé ar balas priskirtas (jei taikoma),
sprendimo data ir laikas bei unikalus sprendimo arba jrao identifikatorius. Si informacija bitina, kad
kilus gincui ar tyrimo poreikiui biity galima atskleisti DI sistemos sprendimo aplinkybes ir pagrindima;

16.3.3. zurnaliniai jraSai taip pat naudojami stebésenai — atsakingi darbuotojai ar automatinés
priemonés analizuoja Zzurnaly duomenis, siekdami pastebéti anomalijas (pvz., netipinj DI sistemy
Sablong, galint] rodyti modelio degradacijg ar galimg iSoring intervencija). Veiklos registravimas leidzia
véliau patikrinti DI sistemos veikimg ir atsakomybés priskyrima;

16.3.4. turi buti nustatyti ir Duomeny Zemélapyje pazyméti zurnaliniy jrasy saugojimo
terminai ir prieigos teisés: zurnaliniai jrasai turi biiti saugomi ne trumpiau nei galioja su DI sistemy
sprendimais susij¢ apskundimo terminai arba zurnaliniy jraSy terminai gali biiti nustatomi vadovaujantis
kitais teisés aktais (informaciniy sistemy nuostatais, Kautech dokumentacijos planu ir kt.). Prieiga prie
visy zurnaliniy jrasy gali turéti tik jgalioti asmenys.

16.4. Etikos vertinimai:

16.4.1. etikos patikra yra neatsiejama DI projekto inicijavimo dalis. Svarbiems (kritiniams) DI
projektams turi buti atliktas platesnis DI poveikio vertinimas. Toks vertinimas apima galimg socialinj,
etin] poveikj, poveiki pagrindinéms teiséms, galimas diskriminacijos ar Zalos rizikas, visuomenés
pasitikéjimo klausimus.

16.4.2. vadovaujantis  geraja praktika, kiekvienam didelés rizikos DI projektui
rekomenduojama sudaryti vertinimo grupe (jtraukiant teisininkus, etikos specialistus, IT ekspertus,
duomeny apsaugos pareigiing (toliau — DAP), paslaugy administratoriy ir prireikus — atstovg i§
visuomenés ar grupés, kuria gali paveikti sprendimas). Si grupé identifikuoja galimas problemas ir
pateikia rekomendacijas, kaip projekta koreguoti prie§ diegiant (pvz.: papildomas duomeny filtras,
stipresnis zmogaus priezitros lygis, komunikacijos planas visuomenei).

17. Vykdant stebésena, vertinimus, perziiiras ir (ar) auditus, remiamasi tarptautiniais jrankiais
ir standartais ar specializuotomis gairémis (pvz., Europos Sajungos parengtomis patikros priemonémis
DI patikimumui).

18. Tobulinimas ir problemy arba incidenty valdymas:

18.1. Stebésenos, vertinimo, perziiiros ir (ar) audito metu nustatytos klaidos (spragos) ar
sutrikimai DI sistemose, nedelsiant registruojami ir sprendziami incidentai;

18.2. Problemy ir (ar) incidenty valdymas apima:

18.2.1. DI sistemos naudojimo stabdymas, jei paaiSk¢ja, kad dél jos jvyko rimtas neigiamas
poveikis (pvz., neteisingai atmestos §imty Zmoniy paraiskos dél sisteminés klaidos);

18.2.2. Kautech vadovo ir atsakingy darbuotojy informavimas ir, jei incidentas susijes su
asmens duomenimis ar teikiamos paslaugos sutrikdymu;

18.2.3. paveikty asmeny informavimas, jeigu yra pavojus jy teiséms ir (ar) privatumui arba tai
biitina jy teiséms apginti;

18.2.4. i8sami problemos arba incidento priezas¢iy analizé, problemos ataskaitos ir prevencijos
priemoniy planas;

18.2.5. apie aukSc¢iausio ir aukSto prioriteto problemas ir (ar) incidentus privaloma pranesti
kompetentingoms institucijoms.

19. Jeigu aptinkamas reikSmingas nuokrypis (pvz., DI modelis pradeda dazniau klysti dél
pasikeitusiy duomeny tendencijy), 1§ karto registruojama problema ir inicijuojamas modelio perkiirimas
arba mokymas i§ naujo su aktualesniais duomenimis. Visos korekcijos, modelio versijy pakeitimai
dokumentuojami.



V SKYRIUS
INFORMACIJOS SAUGUMAS

20. Kautech darbuotojai veikloje taikydami DI uztikrina informacijos sauguma, taiko btinas
technines bei organizacines priemones, siekiant nepazeisti kibernetinio saugumo ir asmens duomeny
apsaugos reikalavimy.

21. Informacijos saugumas:

21.1. informacijos saugumas uztikrinamas kibernetinio saugumo ir asmens duomeny apsaugos
techniniy ir organizaciniy priemoniy pagalba.

21.2. diegiant naujas DI sistemas privalomai atlickamas rizikos vertinimas ir techniniy bei
organizaciniy priemoniy perziiira. Siekiant sumazinti nustatytas rizikas, tobulinamos esamos arba
inicijuojamos ir diegiamos naujos technings ir (ar) organizacinés priemones.

21.3. konfidencialumas (privatumas), vientisumas ir prieinamumas DI sistemose turi biiti
idiegtas nuo pat pradziy (angl. by design and/or by default). DI sistemy ar sprendimy kiirimo procese
taikomas ,,jdiegtas ir numatytasis* konfidencialumo, vientisumo ir pasiekiamumo principas. Tai reiskia,
kad jau kuriant algoritmus ir renkant duomenis numatomos techninés ir organizacinés priemoneés
informacijos saugos uztikrinimui. Pavyzdziui, duomenys nuasmeninami (anonimizuojami ar
pseudonimizuojami), kiek tai jmanoma pasiekiant funkcinius tikslus, prieigg prie duomeny turi tik
igalioti asmenys, taikoma duomeny Sifravimo, segmentavimo, griezto saugojimo terminy praktika ir
prieigy valdymo politika.

21.4. kiekvienai DI sistemai, veikianciai kaip atskira informaciné sistema, turi biiti aiskiai
nustatytas duomeny valdytojas ir tvarkytojas (-ai).

21.5. taikomos ir (ar) diegiamos naujos DI sistemos neturi pazeisti Kautech kibernetinio

saugumo.

21.6. DI taikomas vadovaujantis asmens duomeny apsaugos pagrindiniais principais:

21.6.1. skaidrumas — Kautech aiskiai komunikuoja naudotojams IS arba aplikacijy
(programinés jrangos) taisyklése, praneSimuose ir (ar) privatumo politikoje, kad asmens duomenys
tvarkomi naudojant DI sistemas, pateikia teisinj pagrinda ir nurodo tikslus. Automatizuoty sprendimy
atveju, kurie daro teisinj ar panaSy reikSmingg poveikj asmeniui, turi biiti uztikrinamas Reglamento (ES)
2016/679 nuostaty laikymasis: be zmogaus jsikiSimo tokie sprendimai dél asmeny néra daromi, i$skyrus
Jstatymy numatytas iSimtis, o jei daromi — asmuo informuojamas apie galimybg reikalauti, kad sprendima
perziiiréty Zmogus.

21.6.2. teisétumas (pagristumas) — visy DI sistemy taikymas turi biiti pagristas, t. y. asmens
duomeny tvarkymas, naudojant DI, turi turéti teisétg pagrindg — vykdoma sutartis, teisiné prievol¢ arba
duomeny subjekto gyvybiskai svarbiy teisiy apsauga, yra nustatytas aiSkus duomeny valdytojo arba
treCiosios Salies tesétas interesas, kuris yra virSesnis uZ duomeny subjekto interesus, arba yra gautas
duomeny subjekto sutikimas tvarkyti asmens duomenis.

21.6.3. tikslingumas — prie§ pradedant naudoti naujus duomeny Saltinius DI sistemos modeliui,
biitina jvertinti, ar néra alternatyvy (pvz., sintetiniy duomeny) ir kaip asmens duomeny tvarkymas dera
su pirminiais tikslais, dél kuriy duomenys buvo surinkti.

21.6.4. biitinumas (minimizavimas) — renkami ir apdorojami tik tie asmens duomenys, kurie
bitini konkreciai DI sistemai jgyvendinti. Planuojant ir (ar) projektuojant DI projekto architekttirg, biitina
jvertinti, kuriuos asmens duomenis biitina naudoti, kad pasiekti nustatyta tikslg (tikslus) ir apsiriboti
maziausiu reikalingu jy kiekiu.

21.6.5. proporcingumas — dideli duomeny rinkiniai gali buti naudojami DI mokymui, taciau
privalu uztikrinti, kad tai buty daroma teisétai ir proporcingai. Pagal Reglamento (ES) 2016/679
principus tvarkomi duomenys turi biti tikslis, tinkami, aktualiis ir ne pertekliniai konkrec¢iam DI
taikymui.
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21.6.6. tikslumas — taikant DI, asmens duomenys negali biiti tyCia arba netycia iSkraipyti ar
kitaip iSkreipti ir tokiu biidu klaidinti naudotojus.

21.6.7. baigtumas — DI taikymas neturi pazeisti nustatyty asmens duomeny tvarkymo terminy,
susiety su tikslingumu tvarkyti asmens duomenis. Jeigu DI taikymas pakeicia prie§ tai nustatytus
terminus ir tai yra pagrjsta, asmens duomeny tvarkymo terminai turi buti pakeisti, kartu pakeciant ir teisés
aktus ar sutartis, kuriuose tokie terminai yra nustatyti, ir pazyméti Duomeny Zemeélapyje.

21.6.8. saugumas — DI sistemos neturi pazeisti arba Zymiai pabloginti asmens duomeny
apsaugg nuo praradimo, nety¢iniy veiksmy ir (ar) iSoriniy ataky.

21.6.9. atskaitomybé — DI sistemos turi nepazeisti atskaitomybés principo — valdytojo
gebéjimo jrodyti, kad yra laikomasi asmens duomeny tvarkymo principy.

21.7. Taikant DI, privaloma vadovautis Reglamento (ES) 2016/679 reikalavimais ir uztikrinti
asmens duomeny subjekty teises:

21.7.1. buti informuotam apie asmens duomeny tvarkyma;

21.7.2. susipazinti su savo asmens duomenimis;

21.7.3. i8taisyti arba papildyti savo asmens duomenis;

21.7.4. apriboti arba sustabdyti asmens duomeny tvarkyma;

21.7.5. perkelti asmens duomenis kitam duomeny valdytojui arba tvarkytojui;

21.7.6. istrinti savo asmens duomenis (kai taikoma);

21.7.7. pateikti skundg apie asmens duomeny apsaugos pazeidima.

21.8. Planuojant ir (ar) projektuojant DI sistemy taikymg iki DI sistema bus pradéta naudoti,
biitina atlikti PDAV, kuris padeda ankstyvoje stadijoje nustatyti ir sumazinti asmens duomeny apsaugos
pazeidimo rizikas. PDAV atlieckamas prie§ diegiant DI sistema, tokiu budu uztikrinant, kad bty
numatytos tinkamos techninés ir (ar) organizacinés priemongs rizikoms mazinti. Vertinimg inicijuoja ir
organizuoja DI sistemos savininkas, vykdo administratorius (administratoriai), dalyvauja DAP,
kibernetinio saugumo vadovas (toliau — KSV), DIP ir kiti suinteresuoti arba atsakingi asmenys, kurie
padeda nustatyti galimas grésmes ir uztikrinti atitiktj teisés akty reikalavimams. Jei PDAV metu
nustatoma, kad lieka didelé¢ nepaSalinta rizika asmens duomeny apsaugai ir (ar) duomeny subjekty
teiséms (pvz., DI galimai pazeisty duomeny subjekty konfidencialumg), pries pradedant tokj tvarkyma
privaloma informuoti prieziiiros institucijg (Valstybiné¢ duomeny apsaugos inspekcija).

21.9. Pasitelkiant iSorinius DI sistemy ir (ar) paslaugy teikéjus, privaloma sudaryti duomeny
tvarkymo sutartis, kuriose biity apibréztas Reglamento (ES) 2016/679 reikalavimy uZtikrinimas, vykdant
DI sistemos pirkimo ir (ar) paslaugy teikimo sutart;.

21.10. Kautech uztikrinamas informacijos saugumo pazeidimy (incidenty), susiety su DI
taikymu, valdymas:

21.11. pastebéjus arba jvykus informacijos saugumo (kibernetinio saugumo incidentui,
elektroninés informacijos saugos arba asmens duomeny apsaugos pazeidimui) incidentui, susietam su DI
taikymu, Kautech darbuotojas privalo nedelsdamas, bet ne véliau kaip per 1 val. registruoti incidenta
atsakingam darbuotojui ir informuoti savo tiesioginj vadova, DIP bei priklausomai nuo incidento tipo —
KVS, DAP ir saugos jgaliotinj (toliau — SI).

21.12. gave informacijos apie informacijos saugumo incidentg, atsakingi asmenys, savo
atsakomybiy ribose imasi veiksmy:

21.12.1. tiesioginis vadovas uztikrina techniniy ir organizaciniy priemoniy taikyma, siekiant
sustabdyti arba sumazinti (minimizuoti) informacijos saugumo pazeidimo poveikj iki priimtino lygio,
mobilizuoti ir koordinuoti pavaldziy darbuotojy veiklg ir uZtikrinti biiting kity atsakingy asmeny (DIP,
KSV, DAP ir S]) informavima apie atliktus veiksmus;

22. DIP, KVS, DAP ir S| savo atsakomybiy ribose jvertina pazeidimo galima poveikj ir
inicijuoja bei koordinuoja techniniy ir organizaciniy priemoniy jgyvendinima, siekiant nustatyti ir
pasalinti informacijos saugumo pazeidimo priezast] (priezastis) bei pasekmes;
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23. Kai informacijos pazeidimas susietas su DI sistemy taikymu, DIP komunikuoja Kautech
vadovui apie pazeidimg ir jo valdyma.

VI SKYRIUS
BAIGIAMOSIOS NUOSTATOS

24. Taisyklés perzitirimos ne reciau kaip vieng kartg per metus.
25. Uz Taisykliy perziiirg ir atnaujinimg atsakingas Taisykliy savininkas — DIP.

SUDERINTA SUDERINTA
Kauno technologijy mokymo centro Kauno technologijy mokymo centro
Jstaigos tarybos (savivaldos institucijos) Darbo tarybos 2025-09-09

2025-09-08 posédzio protokolu Nr. 21-9 posédzio protokolu Nr. 29-6
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Dirbtinio intelekto taikymo taisykliy

priedas

LEIDZIAMU NAUDOTI DIRBTINIO INTELEKTO SISTEMU SARASAS

Eil. | Dirbtinio intelekto Dirbtinio intelekto Taikymao sritis ir (ar) Tipas*
Nr. sistemos sistemos pavadinimas ribojimai
naudojimo
pradZia (data)
1. |2025-09-01 MS Copilot MS 0365 duomenys. Vidine
Naudotojai.
2 ]2025-09-01 Gemini Naudotojai Vidine
Pastabos:

* Tipas - viding, misri, iSoriné




