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DIRBTINIO INTELKTO TAIKYMO POLITIKA

I SKYRIUS
BENDROSIOS NUOSTATOS

1. Dirbtinio intelekto taikymo politika (toliau — Politika) nustato dirbtinio intelekto (toliau — DI)
atsakingo naudojimo Kauno technologijy mokymo centro (toliau — Kautech) veikloje principus, uZtikrinant
informacijos sauguma, privatuma, etika, atskaitomybe, skaidruma ir teisétuma.

2. Politikos tikslas — nustatyti pagrindines Kautech DI taikymo sritis ir principus, uztikrinant
Kautech veiklos optimizavima, atsizvelgiant | Kautech veikla, procesus, teisés aktais priskirtas funkcijas,
strateginius tikslus, teikiamas paslaugas bei teises aktus, reglamentuojancius DI taikyma.

3. DI taikymo tikslai:

3.1. optimizuoti Kautech veikla, procesus bei vidaus administravima;

3.2. uztikrinti efektyvy ir kokybiska Kautech informaciniy technologijy (toliau — IT), IT
infrastruktiiros, informaciniy sistemy (toliau — IS), priemoniy, duomeny valdyma ir Kautech
paslaugy teikima.

3.3. padeti Kautech valstybés tarnautojams ir darbuotojams, dirbantiems pagal darbo sutartis (toliau
kartu — darbuotojai) efektyviai ir kokybiskai vykdyti priskirtas funkcijas, pavedimus, uzduotis.

4. DI taikymo sritys:

4.1. Kautech administravimas:

4.1.1. personalo valdymas;

4.1.2. biudZeto planavimas, finansy analize, prognozavimas;

4.1.3. darbotvarkiy, susitikimy planavimas ir protokolavimas;

4.2. Kautech dokumentacijos (administracinés, teisines, techninés ir kitos) tvarkymas:

4.2.1. dokumenty rengimas, vertimas, analize, klasifikavimas, santrauky kiirimas, paieska ir tirinio

tikrinimas (pvz., Sablony ataskaity, sutar¢iy generavimas);

4.2.2. teisiniy riziky analiz¢ ar atitikties tikrinimas;

4.2.3.techninés dokumentacijos generavimas (pvz., IT sistemy apraSymy sudarymas, schemy

rengimas ir kita).

4.3. Kautech IT infrastruktiiros, IS, duomeny ir teikiamy paslaugy priezitra:

4.3.1.duomeny analitikos sprendimai (statistin¢ analiz¢, prognozés, anomalijy aptikimas).

4.3.2.1T pagalba ir paslaugy naudotojy konsultavimas;

4.3.3.informaciniy sistemy praneSimy, uzklausy, el. laiSky klasifikavimas, prioretizavimas,

kategorizavimas ir kita;

4.3.4.informacijos saugumo informaciniy sistemy pranesimy ir uzklausy analiz¢, pazeidziamumy

aptikimas ir prevencija;

4.3.5.duomeny kokybés, nuoseklumo, tikslumo tikrinimas.

4.4. Kautech veiklos, procesy valdymas, teisés aktais priskirty funkcijy vykdymas:

4.4.1. procesy, projekty, sutarciy valdymas;

4.4.2.paslaugy stebésena, analiz¢ ir prognozavimas;

4.4.3.skundy, praSymy, uzklausy nagrin¢jimas (pvz., skaitmeninis sprendimy priémimas dél

paslaugy suteikimo, pakeitimo ar nutraukimo);

4.4.4.veiklos analizé ir ataskaitos.
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4.5. kity sriciy, suderinty su Dirbtinio intelekto pareigtinu (toliau — DIP) ir patvirtinty VSSA

vadovo valdymas:

4.5.1.testiniai, pilotiniai arba eksperimentiniai projektai ir DI sistemos;

4.5.2.nauji procesai ir (ar) funkcijos;

4.5.3.kitos suderintos ir patvirtintos sritys.

5. DI sistema — maSina grindziama sistema, suprojektuota veikti jvairiais autonomijos lygiais, kuri
po diegimo gali veikti prisitaikydama ir kuri, siekiant aiskiy ar numanomy tiksly, naudodama gautos jvesties
duomenis pati daro iS§vada, kaip generuoti iSvedinius, pavyzdziui: predikcijas, turinj, rekomendacijas ar
sprendimus, kurie gali turéti jtakos fizinei ar virtualiai aplinkai. Ji gali btiti kuriama, diegiama ir (ar) taikoma
vadovaujantis Politikoje nustatytais pagrindiniais DI taikymo principais.

6. Politika taikoma Kautech struktiiriniams padaliniams, darbuotojams ir veikloms, susijusioms su
DI taikymu (sprendimy kiirimas ir diegimas, viesieji pirkimai ir kt.).

7. Politikoje vartojamos sgvokos suprantamos taip, kaip jos yra apibréztos Lietuvos Respublikos
valstybés informaciniy itekliy valdymo jstatyme ir 2024 m. birzelio 13 d. Europos Parlamento ir Tarybos
reglamente (ES) Nr. 2024/1689, kuriuo nustatomos suderintos dirbtinio intelekto taisyklés ir i§ dalies
kei¢iami reglamentai (EB) Nr. 300/2008, (ES) Nr. 167/2013, (ES) Nr. 168/2013, (ES) 2018/858, (ES)
2018/1139 ir (ES) 2019/2144 ir direktyvos 2014/90/ES, (ES) 2016/797 ir (ES) 2020/1828 (Dirbtinio
intelekto aktas).

IT SKYRIUS
DI TAIKYMO PRINCIPAI

8. Pagrindiniai DI taikymo principai:

8.1. Rizikingumas (riziky valdymas) — visos DI sistemos klasifikuojamos pagal rizikos lygi,
remiantis Reglamente (ES) Nr. 2024/1689 nustatytomis riziky kategorijomis:

8.1.1. nepriimtina rizika (aukSc¢iausio lygio rizika, kai yra draudziami tokie DI naudojimo atvejai,
kurie nesuderinami su ES vertybémis ir pagrindinémis Zmogaus teisémis, kaip socialinis reitingavimas
ar kenksminga manipuliacija ir kt.);

8.1.2. didelé rizika (DI sistemos, galinCios paveikti asmens sauguma, sveikata ar teises);

8.1.3. ribota rizika (vidutinés rizikos atvejai, kuriems taikomi skaidrumo reikalavimai);

8.1.4. maZa (nedidelé arba minimali rizika biidinga daugumai jprasty DI taikymy, pvz., el. laiSky
Slamsto filtrai).

8.1.5. nepriimtinos rizikos DI sistemos Kautech veikloje negali biiti naudojamos. Didelés rizikos
DI sistemoms taikomi grieZti reikalavimai: privalomas rizikos vertinimas ir valdymas, aukStos kokybés
mokymo duomenys, veiklos zurnaly (angl. log files) kaupimas rezultaty atsekamumui uztikrinti, i§sami
techniné dokumentacija, aiSki informacija naudotojams, teisétos ir tinkamos stebésenos priemonés,
didelis sistemos patikimumas, saugumas ir tikslumas. Ribotos rizikos DI (pvz.: pokalbiy robotai,
generatyvinis DI turinys) atvejais turi biiti uztikrinamas skaidrumas — naudotojai informuojami, kad
sgveikauja su DI, o generuojamas turinys yra atitinkamai pazymeétas. Minimalios rizikos DI naudojimas
néra ribojamas, taciau net ir tokie projektai turéty vadovautis atsargumo ir gerosios praktikos principais.

8.2. Informacijos saugumas (kibernetinis saugumas ir asmens duomeny apsauga) — Kautech
darbuotojai privalo naudoti tik Kautech leidziamas ir DI politikos reikalavimus atitinkancias dirbtinio
intelekto priemones bei paslaugas, siekiant uztikrinti informacijos sauguma (kibernetinj saugumg ir
asmens duomeny apsaugg).

8.3. Pagrindiniy zmogaus teisiy apsauga — VSSA uZtikrina, kad DI sistemos biity taikomos su
pagarba pagrindinéms Zmogaus teiséms ir nepazeidZiant pagrindiniy Zmogaus teisiy ar laisviy.

8.4. Naudotojy privatumas — DI sistemos turi nepazeisti naudotojy privatumo, o naudotojai,
taikydami DI savo veikloje, turi gerbti privatuma.
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8.5. Skaidrumas, paaiSkinamumas ir teisé paaiSkinimui— DI sistemos veikimas turi biiti skaidrus,
suprantamas tiek darbuotojams, tiek treciyjy asmeny atstovams.

8.6. Zmogaus kontrol¢ ir sprendimy prieZidira — DI sistemos turi biiti suprojektuotos taip, kad
zmogus galéty veiksmingai prizitréti jy veikima, suprasti ir, prireikus, jsikisti (pakoreguoti, sustabdyti
ar ignoruoti), kad sumazinty rizika.

8.7. Etika (bendroji etika) — DI sistemos turi su visais elgtis teisingai, o galimybes, iSteklius ir
informacijg paskirstyti teisingai naudotojy atzvilgiu, vadovaujantis etikos principais:

8.7.1. nediskriminavimas ir sgZiningumas;

8.7.4. socialiné nauda ir Zalos nedarymas;

8.7.5. atitiktis etikos standartams ir teisés virSenybé.

8.8. Atskaitomybé¢ (atsekamumas) — turi biiti uztikrinama, kad uz kiekvieng DI sistemos sukiirimg
ir (ar) diegimg biity aiSkiai nustatyti atsakingi asmenys — tiek techniniu, tiek sprendimy priémimo
lygmeniu. DI sistemy prieziiira integruojama j Kautech valdymo struktirg: paskiriami atsakingi
darbuotojai, kurie priziiiri DI sistemy gyvavimo cikla, riziky valdymg ir atitikimg Politikoje nustatytiems
principams.

8.9. Teisétumas (pagristumas) — DI taikymas turi biiti teisiSkai pagrijstas, naudotojas taikydamas DI
sistemas savo veikloje turi vadovautis tiek Kautech vidiniais teisés aktais, tiek kitais galiojanciais teiseés
aktais, nepazeidziant nustatyty teisés akty normy.

III SKYRIUS
ATSAKOMYBE

9. Kautech vadovas atsako uz bendrg DI taikymg ir uz Politikos jgyvendinimg.

10. Uz Politikos jgyvendinimo organizavimg, koordinavima ir kontrole atsako asmuo, atsakingas
uz Kautech DI taikyma — DI pareigiinas (toliau — DIP), vadovaudamasis DI taikymo principais ir
uztikrindamas riziky valdyma, informacijos saugumg ir teisé¢tumg. DIP skiriamas Kautech vadovo
sprendimu, kartu nurodant ir DIP pavaduojantj asmenj. DIP atlieka savo funkcijas padedant Kautech
saugos jgaliotiniui (-iams) (toliau — ST), duomeny apsaugos pareigiinui ir kibernetinio saugumo vadovui.

11. DIP atlieka Sias pagrindines funkcijas:

11.2. identifikuoja DI taikymo rizikas, apie jas informuoja Kautech vadova ir (ar) atsakingus
darbuotojus — Kautech IS ir (ar) aplikacijy (programinés jrangos) savininkus bei administratorius, taip
pat siiilo technines ir (ar) organizacines priemones;

11.3. dalyvauja DI sistemy poveikio vertinime;

11.4. dalyvauja tiriant ir sprendZiant incidentus, susietus su DI taikymu;

11.5. komunikuoja su teisés aktais nustatytomis nacionalinémis DI kompetentingomis
institucijomis (notifikuojancioji, rinkos prieziiiros, kitos);

11.6. konsultuoja Kautech darbuotojus DI taikymo klausimais;

11.6. organizuoja Kautech darbuotojy DI mokymus ir reguliarius mokymus;

11.7. informuoja Kautech vadova DI taikymo klausimais;

11.8. ne reciau kaip vieng karta per metus atsiskaito Kautech vadovui apie DI taikymo veiklas,
identifikuotas rizikas ir rizikos mazinimo priemones.

12. Uz Politikos jgyvendinimg atsako Kautech IS ir (ar) programinés jrangos savininkai ir
administratoriai, padedant S].

13. SJ atlieka Sias funkcijas:

13.1. dalyvauja Sios Politikos jgyvendinime;

13.2. dalyvauja sprendziant jvykius, incidentus ir problemas (paZeidZiamumus), susietus su DI
taikymu;
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13.3. dalyvauja su DI taikymu susiety techniniy ir (ar) organizaciniy priemoniy diegime;

13.4. inicijuoja ir organizuoja Kautech darbuotojy informacijos saugumo mokymus ir reguliary
instruktavima;

13.5. inicijuoja Politikos pakeitimus.

14. Uz DI sistemy taikymg vadovaujantis Politika, bei kitais DI taikymg reglamentuojanciais
teisés aktais, tiesiogiai atsakingi Kautech darbuotojai. Kautech skyriy vadovai privalo imtis reikiamy
priemoniy, kad uztikrinty Politikos bei kity DI taikyma reglamentuojanciy teisé€s akty nuostaty laikymasi
skyriy veikloje.

15. Uz techniniy ir organizaciniy priemoniy jgyvendinimg, jskaitant informacijos saugumo
uztikrinima, riziky, poveikio asmens duomeny apsaugai vertinimag ir (ar), esant biitinumui, poveikio
vertinimg (atlickamas didelés rizikos DI sistemoms, vadovaujantis Reglamento (ES) Nr. 2024/1689
nuostatomis), taikant DI sistemas, atsakingi IS, aplikacijy (taikomyjy programy) savininkai ir
administratoriai.

16. Kautech darbuotojai privalo laikytis Sios Politikos nuostaty ir informuoti atsakingus asmenis
apie identifikuotus neatitikimus, rizikas bei informacijos saugumo incidentus (pazeidimus).

IV SKYRIUS
VIESIEJI PIRKIMAI, STEBESENA IR INFORMACIJOS SAUGUMAS

17. Vykdant vieSuosius pirkimus dél DI sistemy bei jgyvendinant DI sistemy vieSyjy pirkimy
sutartis, turi buti:

17.1. vieSyjy pirkimy dokumentuose nustatyti reikalavimai del DI, kartu numatant reikalavimus
del DI sistemy atitikties Reglamento (ES) Nr. 2024/1689 nuostaty uztikrinimo;

17.2. sutartiniy jsipareigojimy vykdymo priezitra ir riziky valdymas;

17.3. uztikrinamas bendradarbiavimas su DI sistemy tiekéjais.

18. DI informacijos sauguma, sprendimy atsekamuma, skaidrumg ir tobulinima uztikrina:

18.1. DI sistemy inventorizacija;

18.2. reguliarios DI sistemy perziiiros ir (ar) auditai;

18.3. DI sistemy etikos vertinimai;

18.4. incidenty, susijusiy su DI taikymu, valdymas.

19. Taikant DI sistemas, informacijos saugumas uztikrinamas vadovaujantis:

19.1. Reglamentu (ES) Nr. 2024/1689;

19.2. 2016 m. balandzio 27 d. Europos Parlamento ir Tarybos reglamentu (ES) 2016/679 dél fiziniy
asmeny apsaugos tvarkant asmens duomenis ir d¢l laisvo tokiy duomeny judéjimo ir kuriuo panaikinama
Direktyva 95/46/EB (Bendrasis duomeny apsaugos reglamentas);

19.3. Lietuvos Respublikos asmens duomeny teisinés apsaugos jstatymu;

19.4. Lietuvos Respublikos kibernetinio saugumo jstatymu;

19.5. Lietuvos Respublikos valstybés informaciniy iStekliy jstatymu;

19.6. kitais informacijos sauguma reglamentuojanciais teises aktais.

20. Kautech uztikrina tinkamg informaciniy sistemy saugumo lygi, naudojant visas DI sistemas.
Taikant DI, jgyvendinamos informacijos saugumui uZtikrinti bitinos ir proporcingos techninés bei
organizacinés priemongs, atsizvelgiant j galimas grésmes (pvz.: duomeny nutekéjima, modelio perémima
ar klaidingy duomeny jdiegimg). Kiekvienai DI sistemai atlickamas atskiras informacijos saugumo
rizikos vertinimas, jtraukiant informacijos saugumo specialistus. Minimaliis reikalavimai apima: prieigos
kontrole (tik jgalioti naudotojai gali pasiekti DI sistemas ir duomenis), duomeny Sifravimg perdavimo ir
saugojimo metu (ypac jautriems duomenims), reguliary pazeidziamumy testavima, atnaujinimy diegima,
atsarginj kopijavima.
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V SKYRIUS
BAIGIAMOSIOS NUOSTATOS

21. Politikos nuostaty privalo laikytis visi Kautech darbuotojai.
22. Politika perzitirima ne re¢iau kaip vieng kartg per metus.
23. Uz Politikos perzitirg ir atnaujinimg atsakingas Politikos savininkas — DIP.

SUDERINTA SUDERINTA

Kauno technologijy mokymo centro Kauno technologijy mokymo centro
Jstaigos tarybos (savivaldos institucijos) Darbo tarybos 2025-09-09
2025-09-08 posédzio protokolu Nr. 21-9 posédzio protokolu Nr. 29-6



